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OFFICE OF DIRECTOR OF NATIONAL INTELLIGENCE (ODNI)

• Establishing this agency recommended by 9/11 Commission.

• Established in 2004 by the Intelligence Reform and Terrorism 

Prevention Act of 2004 (P.L. 108-458)

• Codified at 50 USC 401 et. seq.

• This office now heads the U.S. Intelligence Community.  Previously 

held by Director of Central Intelligence (DCI) who also served as 

CIA Director.

• The Director of National Intelligence (DNI) is presidentially 

appointed and subject to Senate confirmation. 7 individuals have 

held this position.



CURRENT DNI DAN COATS

• Former Indiana Senator

• Served on Senate Intelligence Committee



ODNI MISSION, VISION, & GOALS

• Leading Intelligence Community 

(IC) to deliver most insightful 

intelligence possible.

• Making the nation more secure 

due to a fully integrated IC.

• Integrating intelligence analysis & 

collection to inform decisions from 

the White House to the foxhole.

• Driving responsible and secure 

information sharing.

• Setting strategic direction & 

priorities for national intelligence 

capabilities.

• Developing and implementing 

Unifying Intelligence Strategies 

across regional and functional 

portfolios.

• Strengthening partnerships to 

enrich intelligence.

• Advancing cutting-edge 

technologies to provide global 

intelligence advantage.

• Promoting a highly-skilled 

intelligence workforce.

• Aligning management practices to 

best serve the intelligence 

community.



ADDITIONAL ODNI FACTS
• DNI is President’s principal intelligence 

advisor.

• Manages the National Intelligence 

Program Budget of over $50 billion 

except for military intelligence.

• Responsible for President’s Daily Brief 

staff and National Intelligence Council.

• IC Inspector General established in 2010.

• Cyber Threat Integration Center added in 

2016.

• Staff size approaches 2,000 with more 

than half working in mission focused 

centers.

• Over 40% of employees are on rotation 

from other intelligence agencies.

• Employs fewer contractors than 

government and military staff.

• ODNI National intelligence managers are 

responsible for evaluating individual 

global regions (Africa) or intelligence 

functions (Counterintelligence).





NATIONAL INTELLIGENCE COUNCIL (NIC) 

• Established 1979.

• Responsible for producing finished intelligence 

analysis.

• Promotes exemplary use of analytic tradecraft & 

standards including alternative analysis, new analytic 

tools & techniques, and wider IC collaboration.

• Provides senior policymakers with IC coordinated 

views including National Intelligence Estimates (NIE)

• Prepares IC principals and represents the IC at 

National Security Council meetings.

• Using non-U.S. Government experts in academe and 

private sector to broaden IC’s knowledge and 

perspectives. 

• Although most work is classified, some is publicly 

available, including…



GLOBAL TRENDS SERIES

• Produced every four years since 1997

• Analyzes multiple topics shaping the

International environment. Jan. 2017 ed. 

below



















TUMBLR SITE SOLICITS FEEDBACK





CYBERTHREAT INTELLIGENCE INTEGRATION CENTER (CTIIC)

• Enhances understanding of 

foreign cyber threats to U.S. 

national interests.

• Integrates information from 

network defense, intelligence, & 

law enforcement communities.

• Supports interagency planning to 

develop whole-of-government 

approaches to cyber adversaries.



• CTIIC Components: Current 

Intelligence Section

• Analysis Integration Section

• Threat Opportunities Section

• CTIIC established by 

Presidential Memorandum 

February 25, 2015

• Dec. 19, 2017 Press Briefing 

Attributing Wannacry 2.0 

attack to North Korea





NATIONAL COUNTERPROLIFERATION CENTER (NCPC)



NCPC FOUNDED IN 2005 BASED ON RECOMMENDATIONS FROM WMD 

COMMISSION

• Helps counter threats against the U.S. from proliferating biological, chemical, nuclear, 

and radiological weapons and the missiles capable of delivering them.



• Implementing Counterproliferation Strategies. Developing strategies to strengthen the CP mission. 

NCPC is providing direction and focus for the efforts of the Intelligence Community to address 

current and looming WMD proliferation issues.

• Emphasizing Motivations, Intentions, and Disincentives. Breaking new ground. By moving beyond 

the traditional approach of treating WMD proliferation as primarily a technical problem, NCPC is 

instead promoting a multi-disciplinary approach to assessing and addressing the political, 

economic, cultural and other security issues related to counterproliferation.

• Countering Proliferation: Beyond Just Report It. Encouraging CP professionals to go beyond 

simply reporting on proliferators' progress. By identifying opportunities for decision makers to 

reverse that progress, the NCPC in enhancing the IC's contribution to countering proliferation.

• Looking "Over-the-Horizon." Partnering with senior policymakers, NCPC is leading effots to 

develop collection and analytic strategies for emerging, over-the-horizon WMD threats, positioning 

the Intelligence Community to warn stakeholders of such threats and provide the insights needed 

to counter them as early as possible.

• Focusing on the WMD and Terrorism Nexus. Working closely with the National Counterterrorism 

Center, NCPC is ensuring that all resources are leveraged within the respective communities to 

deny terrorists and rogue states access to chemical, biological, radiological or nuclear capabilities.

NCPC WORK ACTIVITIES



NATIONAL COUNTERINTELLIGENCE AND SECURITY CENTER (NCSC)



ESTABLISHED IN 2000 AS NATIONAL COUNTERINTELLIGENCE EXECUTIVE (NCIX)

• 2002 Counterintelligence Enhancement Act 

(P.L. 107-306) provided a statutory foundation.

• Initially place in the Executive Office of the 

President, what is now NCSC transferred to 

ODNI in January 2006 as a result of the 2004 

Intelligence Reform & Terrorism Prevention 

Act (P.L. 108-458).

• 2007 Chi Mak convicted after 20 years of 

stealing defense secrets for China.

• April 2010 - Wikileaks posts first materials 

from Bradley Manning.

• October 11 - Obama signs Executive Order 

13587 directing DNI & Attorney General to 

create a National Insider Threat Task Force

• Nov. 3, 2011- Releases report Foreign Spies 

Stealing U.S. Economic Secrets in 

Cyberspace – First public identification of 

China and Russia as active and persistent 

cyberspace threats to the U.S.

• January 2013 Foreign Economic and 

Espionage Penalty Enhancement Act sign. 

(P.L. 112-269). Increased prison terms for 

economic espionage.

• NCSC activities include threat assessments, 

personnel security, combating insider threats 

to national security, damage assessments, 

information sharing and audit data, physical 

security, supply chain risk management, cyber 

threats, national and intelligence community 

strategy development, and advocating four 

counterintelligence and security resources.















NATIONAL COUNTERTERRORISM CENTER



NCTC OPENED ON MAY 1, 2003
• Produces analysis, maintains the authoritative database of known and suspected terrorists, 

shares information, and conducts strategic operational planning. NCTC is staffed by more 

than 1,000 personnel from across the IC, the Federal government, and Federal contractors. 

Forty percent of NCTC’s workforce represents approximately 20 different departments and 

agencies.

• Chairs interagency meetings on terrorist groups, capabilities, plans and intentions, and 

emerging threats to U.S. interests at home and abroad.

• Chair and/or support interagency groups orchestrating and facilitating an efficient and effective 

allocation of U.S. government terrorism analysis assets, to include appropriate, planned 

redundancy.

• Produce integrated and interagency-coordinated analytic assessments on terrorism issues 

and publishes warnings, alerts, and advisories as appropriate.

• Manage a Joint Operations Center to provide unique insight and situational awareness of 

developing terrorism-related worldwide issues and events.







INTELLIGENCE FOR FIRST RESPONDERS





NCTC FOREIGN INTELLIGENCE SURVEILLANCE ACT SECTION
• Authorizes IC to target communications of non-U.S. persons outside the U.S. for foreign 

intelligence purposes.







INTELLIGENCE COMMUNITY INSPECTOR GENERAL

• The Office of the Inspector General of the Intelligence Community (IC IG) was 

established pursuant to Section 405 of the Intelligence Authorization Act of 

Fiscal Year 2010. (P.L. 111-259).

• The IC IG is responsible for conducting IC-wide audits, investigations, 

inspections, and reviews that identify and address systemic risks, 

vulnerabilities, and deficiencies that cut across IC agency missions, in order to 

positively impact IC-wide economies and efficiencies.











OFFICE OF CIVIL LIBERTIES, PRIVACY, & TRANSPARENCY

• The Office of Civil Liberties, Privacy and Transparency (CLPT) ensures that 

the IC operates in a manner that advances national security while protecting 

the freedoms, civil liberties, and privacy rights guaranteed by the Constitution 

and federal law.   

• CLPT is led by the Civil Liberties Protection Officer, a position established by 

the Intelligence Reform and Terrorism Prevention Act of 2004. Reporting 

directly to the Director of National Intelligence, the Civil Liberties Protection 

Officer oversees compliance with civil liberties and privacy requirements within 

the ODNI and ensures that civil liberties and privacy protections are 

incorporated into policies and procedures developed and implemented by the 

elements of the Intelligence Community.





Foreign Intelligence Surveillance Act (FISA) of 1978



• Implementing Recommendations of the 9/11 Commission Act of 2007 Public Law 110-53

• Section 803 - Privacy and Civil Liberties Officers, Periodic Reports:





SEC. 804 FEDERAL AGENCY DATA MINING REPORT





INTELLIGENCE ADVANCED RESEARCH PROJECTS ACTIVITY (IARPA) 

• Invests in high-risk, high-payoff research 

programs to tackle some of the most 

difficult challenges of the agencies and 

disciplines in the Intelligence Community 

(IC) .



IARPA FOUR RESEARCH THRUSTS

Analysis seeks to maximize insight 

from the information we collect, in a 

timely fashion.

• Anticipatory Intelligence developing 

technologies that provide decision makers 

with timely and accurate forecasts for a range 

of events relevant to national security.

Collection strives to dramatically 

improve the value of collected data 

from all sources.

• Computing endeavors to counter new 

capabilities implemented by our adversaries 

that could threaten our ability to operate freely 

and effectively in a networked world.



COLLECTION AREAS OF INTEREST

• Innovative methods or tools for identifying and/or creating novel sources of new information

• Sensor technologies that dramatically improve the reach, sensitivity, size, weight, and power 

for collection of broad signal or signature types

• Methods for combining different measures and/or sensors to improve performance and 

accuracy of systems

• Approaches for assessing and quantifying the ecological-validity of behavioral, neuro- and 

social science research

• Secure communication to and from collection points

• Innovative approaches to gain access to denied environments

• Tagging, tracking, and location techniques

• Electrically small antennas and other advanced radio frequency (RF) concepts



IARPA FUNDED RESEARCH HIGHLIGHTS
• The Babel program has become a goldmine for speech scientists, with over 50 scientific 

publications citing use of Babel data in 2017 alone.  A total of 757 Babel speech data sets 

have been distributed to 136 different organizations with a goal to continue to advance speech 

technology research under low-training conditions.

• The SILMARILS program demonstrated trace explosive detection capabilities beyond the 

program’s difficult targets.  Phase 1 of the program developed record-setting component 

technologies for hypercube acquisition speed and power, as well as wavelength coverage and 

flatness for infrared supercontinuum sources. For this breakthrough, and others, the 

SILMARILS PM, Dr. Kristy DeWitt, was awarded the Intelligence Community’s Award for 

Individual Achievement in Science and Technology.

• One of the FUSE program’s software and models for prediction of emerging technologies is 

now available to the public. Meta is a tool that helps researchers understand what is 

happening globally in science and shows them where science is headed.

• The MORGOTH’S CROWN prize challenge used machine-learning approaches to develop 

algorithms that improve chemical detection on complex surfaces and in cluttered 

environments.



INFORMATION SHARING ENVIRONMENT

• The Information Sharing Environment (ISE) consists of the people, projects, systems, and 

agencies that enable responsible information sharing across the national security enterprise. 

The ISE was established by the Intelligence Reform and Terrorism Prevention Act of 2004 and 

a direct result of 9/11 Commission recommendations. Law enforcement, defense, and 

intelligence personnel rely on timely and accurate information to keep America safe, and the 

ISE makes that happen by: 

• Advancing responsible information sharing to further  counterterrorism, homeland 

security, and counter weapons of mass destruction missions

• Improving nationwide decision making by transforming from information ownership to 

stewardship

• Promoting partnerships across federal, state, local, and tribal  governments, the private 

sector, and internationally







DIRECTOR ANNUAL THREAT ASSESSMENT TO CONGRESS









BENEFITS OF ODNI INFORMATION RESOURCES

• Gain global understanding of security threats and opportunities facing the U.S.

• Learn about the multidisciplinary perspectives being brought to cope with 

these threats.

• Learn about how the U.S. IC seeks to balance national security with civil 

liberties and personal privacy.

• Gain enhanced understanding of emerging technologies being used to 

address, engage, deter, and defeat national security threats.



QUESTIONS?


