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DEFENSE INTELLIGENCE AGENCY

• Prior to 1960, there’s a lot of duplication in U.S. military 

intelligence collection, analysis, and findings.

• Eisenhower orders CIA Inspector General Lyman Kirkpatrick to 

form a joint study group to find a solution.

• Dec. 20, 1960-This group issues report recommending a single 

unified military intelligence organization.

• Feb. 1961-New SECDEF Robert McNamara orders Joint Chiefs of 

Staff to devise a plan for a consolidated military intelligence 

organization. Formally established Aug. 1, 1961 by DOD Directive 

5105.21

• Statutory authorities at 10 USC 1601, 1621 and 50 USC 3003 and 

DOD Directive 5105.21

• 1962 DIA Intelligence School chartered

• 1964 Scientific & Technical Intelligence Directorate established

• 1965 Defense Attaché system established.

• Mission:  Producing, analyzing, and disseminating military 

intelligence information to combat and non-combat military 

missions. We serve as the Nation’s primary manager and 

producer of foreign military intelligence and are a central 

intelligence producer and manager for the Secretary of Defense, 

the Joint Chiefs of Staff (JCS), and the Unified Combatant 

Command.

• Workforce is a mix of military employees including Army, Navy, 

Air Force, Marines and Department of Defense (DOD) civilians. 

Totals over 16,500 men and women work worldwide.  Budget 

classified.



DIA ORGANIZATION

• Headquarters

• Director: Lieutenant General Robert P. Ashley, Jr., USA-Since Oct. 

31, 2017-DIA director is a 3 star officer rotating among service 

branches every three years. Principal advisor to Secretary of 

Defense and Joint Chiefs of Staff on military intelligence matters.

• Deputy Director: Melissa A. Drisko

• J2 Directorate for Intelligence

• Joint Functional Component Command-Intelligence, Surveillance, 

& Reconnaissance

• Chief of Staff (COS)

• Chief Financial Officer (CFO)

• General Counsel (OGC)

• Inspector General (OIG)

• Command Senior Enlisted Leader (CSEL) 

• Equal Opportunity & Diversity Office (EO)

• National Intelligence University (NIU)

• Executive Secretariat (CSES)

• Strategic Planning, Policy, & Performance Management Office 

(SPP)  

• Office of Corporate Communications (OCC)



DIA ORGANIZATION

• Directorates

• Directorate for Analysis

• Directorate for Operations

• Directorate for Science & Technology

• Directorate for Mission Services

• Intelligence Centers

• Americas Center

• Asia/Pacific Center

• Europe/Eurasia Center

• Middle East/Africa Center



TRAINING

• Partners with other government entities to deploy trusted 

intelligence partnerships with combat missions including:

• Intelligence Community Centers for Academic Excellence

• Joint Military Attaché School-Graduates represent the U.S. 

in 140 countries globally

• Joint Military Intelligence Training Center

• National Intelligence University





DIA HEADQUARTERS – WASHINGTON DC































DIA FREEDOM OF INFORMATION ACT (FOIA) RECORDS BY COUNTRIES & SUBJECTS

















NATIONAL SECURITY AGENCY (NSA)-CENTRAL SECURITY SERVICE



NSA MISSIONS AND OBJECTIVES

• Saving lives

• Defending vital networks

• Advancing U.S. goals and alliances

• Protecting privacy rights

• Enabling national decision-makers to know what adversaries are 

doing and what their capabilities are so we can make decisions 

& plans & execute policies & operations.

• Be able to communicate and exchange information securely, so 

that our adversaries can't undermine our plans.

• Must be able to outmaneuver those who would do us harm in 

cyberspace.

• NSA is the world leader in cryptology-the art & science of making 

codes.

• Cyber threats to U.S. national and economic security increase 

each year in frequency, scope and severity of impact. Cyber 

criminals, hackers and foreign adversaries are becoming more 

sophisticated and capable every day in their ability to use the 

Internet for nefarious purposes.

• Our information networks and technology are constantly at risk 

from a variety of bad actors using a multitude of techniques –

remote hacking intrusions, the placement of malware, 

spearphishing and other means of gaining access to networks 

and information.





NSA HEADQUARTERS-FORT MEADE, MD



NSA ESTABLISHED BY PRESIDENT TRUMAN NOV. 4, 1952



KEY NSA HISTORICAL EVENTS

• 50 USC 3601 et. seq. legal authority.

• Director is presidentially appointed and subject to Senate 

confirmation.

• 1952 Venona Project uncovers massive Soviet espionage effort 

to threaten national security. Declassified in 1990s.

• 1957 NSA moves to Fort Meade, MD

• 1959 P.L. 86-36 gives NSA greater statutory authority.

• 1962 Cuban Missile Crisis-Signals Intelligence (SIGINT) plays 

critical role in defusing this crisis.

• 1964 P.L. 88-290 Covers NSA Personnel Security Procedures

• June 1967-U.S.S. Liberty accidentally sunk by Israel during Six 

Day War

• Jan. 1968-North Korea seizes U.S.S. Pueblo and holds crew for 

one year. Ship remains in N. Korea

• 1972 Central Security Service establishes full partnership 

between NSA and armed forces cryptologic elements

• Ca. 1975 NSA target of Church Committee inquiries into 

intelligence community activities.

• Jan. 22, 1980-Guidance given for Tactical Cryptologic Program

• 1983 Korean Air Lines Flight 007 shot down by Soviet Union. NSA 

intercepts of Soviet jet fighter pilot conversation publicly 

released.

• 1985 Former NSA employee Ronald Pelton & John Walker 

convicted of espionage for Soviet Union.

• 1987 Computer Security Act (ongoing concern for NSA)



KEY NSA HISTORICAL EVENTS
• 1991 NSA provides key SIGINT support during Operation Desert Storm

• 1993-National Cryptologic Museum Opens

• 2001 9/11 Attacks

• 2003-present NSA assists in wars in Afghanistan and Iraq.

• 2010 NSA Director General Keith Alexander also appointed Cybercom

Director.

• 2013 Former NSA Contractor Edward Snowden leaks information on 

surveillance programs affecting multiple countries to various media 

outlets flees to Russia.

• 2016 House Intelligence Committee executive summary report reveals 

Snowden removed over 1.5 million classified documents from “secure” 

NSA network; caused tremendous national security damage; stolen 

documents did not deal with individual privacy, but had defense, military, 

& intelligence interest of great interest to U.S. adversaries, Snowden 

was not a whistleblower and did not notify intelligence officials of 

concerns about propriety of intelligence programs; was reprimanded 

for a workplace dispute with NSA managers prior to beginning 

downloads; remains a serial exaggerator and fabricator, House Intel 

Committee remains concerned that the Intelligence Community and NSA 

have not done enough to minimize risk of another massive unauthorized 

disclosure. 

What is Signals Intelligence?

• SIGINT involves collecting foreign intelligence from communications and 

information systems and providing it to customers across the U.S. 

government, such as senior civilian and military officials. They then use 

the information to help protect our troops, support our allies, fight 

terrorism, combat international crime and narcotics, support 

diplomatic negotiations, and advance many other important national 

objectives.

• NSA/CSS collects SIGINT from various sources, including foreign 

communications, radar and other electronic systems. This information 

is frequently in foreign languages and dialects, is protected by codes 

and other security measures, and involves complex technical 

characteristics. NSA/CSS needs to collect and understand the 

information, interpret it, and get it to our customers in time for them to 

take action. Our workforce is deeply skilled in a wide range of highly 

technical fields that allow them to this work, and they develop and 

employ state-of-the-art tools and systems that are essential to success 

in today's fast-changing communications and information environment. 

Our researchers are working constantly to help us anticipate and 

prepare for future developments.



2. HOW ARE THE ACTIVITIES OF THE NSA/CSS REGULATED AND WHO MONITORS THEM?

The U.S. Constitution, federal law, executive order, and regulations of the Executive Branch govern NSA's activities. As a defense agency, NSA operates 

under the authority of the Department of Defense. As a member of the Intelligence Community, NSA also operates under the Office of the Director of 

National Intelligence. NSA/CSS activities are subject to strict scrutiny and oversight both from the outside and from within. External bodies such as the 

House Permanent Select Committee on Intelligence (HPSCI) and the Senate Select Committee on Intelligence (SSCI), the President's Intelligence 

Oversight Board, the Foreign Intelligence Surveillance Court, the Department of Defense, and the Department of Justice provide oversight to ensure 

the Agency's adherence to U.S. laws and regulations. Internally, the Office of the Inspector General conducts inspections, audits, and investigations to 

make certain that NSA/CSS operates with integrity, efficiency, and effectiveness, while the Office of the General Counsel provides legal advice. Most 

importantly, each NSA/CSS employee is charged with knowing, understanding, and obeying to the fullest the laws of the nation.



WHAT IS NSA'S ROLE IN U.S. CYBERSECURITY?

NSA's role in U.S. cybersecurity includes its primary information 

assurance mission: serving as the National Manager for National 

Security Systems. National Security Systems include U.S. systems that 

contain classified information or are otherwise critical to U.S. military 

or intelligence missions.

What does NSA do as the National Manager for National Security 

Systems? NSA performs a number of functions that help the 

Government protect and defend those systems, such as approving 

standards, techniques, systems, and equipment related to the security 

of National Security Systems.

Additionally, NSA is uniquely positioned to contribute to U.S. cybersecurity 

because it also has a foreign signals intelligence mission. The two missions 

complement one another, enhancing the agency's ability to detect and prevent 

cyber threats. NSA employs experts in signals intelligence, information security, 

and computer network defense and exploitation. Their work gives NSA end-to-

end insights into malicious cyber activity, the activities of hostile foreign powers, 

and cyber best practices. This expertise is often called on by partners across 

the Department of Defense and the Intelligence Community to help the 

government mitigate threats and secure networks.

Finally, NSA works to advance the state of cybersecurity by partnering with 

industry and academia through research efforts such as the NSA Technology 

Transfer Program, and the Science of Security Initiative. NSA also helps develop 

the skills of the next generation of cyber professionals through programs like 

the NSA Cyber Exercise (NCX), and the Centers of Academic Excellence in 

Cybersecurity. For more, see NSA's Information Assurance, and Research pages.













DECLASSIFIED NSA DOCUMENT COLLECTIONS



DECLASSIFIED NSA COLLECTIONS





1964 GULF OF TONKIN RELATED COMMAND & TECHNICAL MESSAGES-AUG. 2-AUG. 26





USS LIBERTY INCIDENT JUNE 8 1967











NSA CYBERSECURITY THREAT OPERATIONS CENTER (NCTOC) TOP 5 SECURITY 

OPERATIONS CENTER (SOC) PRINCIPLES

• Establish a defendable perimeter.

• Ensure visibility across the network.

• Harden to Best Practices.

• Use comprehensive threat intelligence and machine learning.

• Create a culture of curiosity.

• NSA/DHS NATIONAL CAE IN CYBER DEFENSE DESIGNATED 
INSTITUTIONS (examples)

• Indiana University

• Ivy Tech Community College

• Purdue University

• Purdue University Northwest

• Iowa State University

• Fort Hays State University

• Kansas State University

• University of Kansas



NATIONAL CRYPTOLOGIC MUSEUM







COLD WAR: GREAT SEAL

On August 4, 1945, Soviet school children gave a carving of the Great Seal of the United States to U.S. Ambassador Averell Harriman. It hung in the 

ambassador's Moscow residential office until 1952 when the State Department discovered that it was 'bugged.' The microphone hidden inside was 

passive and only activated when the Soviets wanted it to be. They shot radio waves from a van parked outside into the ambassador's office and could 

then detect the changes of the microphone's diaphragm inside the resonant cavity. When Soviets turned off the radio waves it was virtually impossible 

to detect the hidden 'bug.' The Soviets were able to eavesdrop on the U.S. ambassador's conversations for six years. The replica on display in the 

museum was molded from the original after it came to NSA for testing. The exhibit can be opened to reveal a copy of the microphone and the resonant 

cavity inside. (Next slide)











HISTORY OF AMERICAN CRYPTOLOGY DURING COLD WAR 1945-1980

(1 OF 4 VOLS.)









BENEFITS OF STUDYING DIA AND NSA INFORMATION RESOURCES

• Gain historical and contemporary information and insights on 

military intelligence matters.

• Learn the successes and failures experienced by DIA and NSA.

• Enhance your knowledge base in cryptology, signals intelligence, 

and cybersecurity.

• Learn how these agencies are concerned with balancing privacy 

and national security.

• Gain enhanced understanding of the global scope of topics they 

address and the enormous quantities of information they must 

process.

• Learn how they are addressing emerging problems in areas such 

as cybersecurity and communications intelligence which affect 

national security, domestic and international economics, and 

personal economic and social activity.



QUESTIONS?


