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NATIONAL AIR & SPACE INTELLIGENCE CENTER (NASIC)

• Located at Wright-Patterson AFB, Dayton, OH

• DOD’s source for Air & Space Intelligence

• Produces integrated, predictive air, space and 
specialized intelligence to enable military operations, 
force modernization and policymaking.

• NASIC is a global intelligence enterprise which fulfills 
the needs of today's and tomorrow's warfighter, aids in 
shaping national and defense policy and guides the 
development of future weapons systems. 

• NASIC products and services play a key role in ensuring 
that United States forces avoid technological surprise 
and can counter existing and evolving foreign air and 
space threats.



NASIC HISTORY

• 1917 Army Signal Corps Engineering Department 
establishes Foreign Data Section at McCook Field 
also in Dayton. Evaluates foreign scientific and 
aircraft information.

• From Dec. 1942 Army Air Force’s Technical Data Lab 
executes scientific and technical mission.

• 1943 Captured German and Japanese aircraft arrive 
for technical exploitation

• Operation Paperclip (1945-1959) brings German 
scientists to Wright Field to enhance U.S. 
aeronautical expertise.

• By end of 1947 Wright Field personnel processed 
over 1,500 tons of documents adding to U.S. 
aviation knowledge and expertise in other scientific 
fields.

• April 21, 1951 Air Technical Intelligence Center 
(ATIC) established. Provides information on 
performance of Russian aircraft such as MiG-15 in 
Korean War.

• 1950’s see increasing emphasis on aircraft analysis 
and on spacecraft analysis after 1957 Sputnik 
launch.

• 1959 ATIC begins studying Chinese missile and 
space vehicles.

• July 1961-Air Force establishes Foreign Technology 
Division (FTD)



NASIC HISTORY

• FTD automates photo analysis process facilitating 
ability to provide information on foreign 
aerodynamic, ballistic missile, and space vehicle 
systems in 1963.

• Oct. 1, 1993 becomes National Air Intelligence 
Center 

• February 2003-becomes National Air & Space 
Intelligence Center (NASIC)

• Various organizational changes and physical facility 
enhancements since then.

• Global personnel of over 3,200 military, civilian, 
reserve, Air National Guard, and contract personnel.

• NASIC also oversees Civilian Aircraft Intelligence 
Analysis Center at Bolling AFB, Washington, DC

• 50 USC 3001 et. seq.

• Mission Categories include the following:



NASIC MISSION CATEGORIES

• Air & Counterair: Assess the capabilities of foreign 
aircraft, air-launched weapons, unmanned aerial 
vehicles and the likelihood of their employment 
against US forces. Fuse IC air defense component 
analysis to produce a macro-level assessment of a 
country’s Integrated Air Defense System (IADS).

• Ballistic Missiles: Assess land-based foreign ballistic 
missile systems with a range of 1000 km and greater, 
their subsystems, operational capabilities, 
effectiveness, proliferation, and technology transfer.

• C4ISR: Assess the characteristics, capabilities, 
limitations, and vulnerabilities of foreign air and 
space Command, Control, Communications, 
Computers, Intelligence, Surveillance and 
Reconnaissance infrastructure, networks, systems 
and processes.

• Cyberspace: Assess foreign cyberspace system 
and network capabilities impacting air and space 
force employment. Determine computer network 
threats to USAF systems and operations

• Disruptive Technologies: Assess emerging 
technologies that could potentially be used in an 
air, space, and/or cyberspace warfighting capacity 
against the US.

• Integrated Assessments: Assess foreign integrated 
warfighting capabilities, force structure, 
operational art and intent across the air, space 
and cyberspace domains, for both current and 
future forces. NASIC brings together the senior 
personnel, systems and concepts of operations to 
form a complete picture of adversary air and 
space capabilities.



NASIC MISSION CATEGORIES

• National Tasking, Processing, Exploitation and 
Dissemination Node: Process and analyze 
multiple intelligence data sources (signals, imagery, 
measurement and signature, open source, 
advanced geospatial, human and foreign materiel 
exploitation) on behalf of internal analytic 
requirements as well as part of broader IC 
responsibilities. Provide unique and innovative 
exploitation capabilities directly to operational 
customers and throughout the IC.

• Colonel Parker Wright NASIC Commander

• NASIC annual budget is $2.1billion.















VIDEO OF NORTH KOREAN BALLISTIC MISSILE LAUNCH



















ARMY INTELLIGENCE-INTELLIGENCE KNOWLEDGE NETWORK

• Fort Huachuca, AZ

• Military Soldier Heritage Learning Center (Open to the public.





SELECTED U.S. ARMY INTELLIGENCE HISTORY

• Col. Ralph H. van Deman (1865-1952). Considered 
father of Army Intelligence. 

• Served in military intelligence roles in Far East and 
Philippines before being assigned to War Dept. in 
1916.

• Advocated formation of Army intelligence 
organization, but rejected by Army Chief of Staff 
Hugh Scott who thought Britain and France could 
handle this.

• Deman appealed to Secretary of War Newton Baker 
who accepted the concept and on May 3, 1917 the 
Military Intelligence Section was established in the 
War Dept. with Van Deman as its first chief.



SELECTED U.S. ARMY INTELLIGENCE HISTORY

• 1916 Capt. Parker Hill writes Manual 
for the Solution of Military Ciphers 
which is the Army’s first cryptology 
publication.



SELECTED U.S. ARMY INTELLIGENCE HISTORY

• 1916 Punitive Expedition into Mexico sees Army 
successfully tap Mexican leaders telephone, 
telegraph, and wireless messages.

• 1922-William Friedman becomes Signal Corps chief 
Cryptanalyst. He and his team solve Japanese 
Purple Code system in 1940.

• During WWII Counterintelligence Corps seizes over 
70 tons of uranium and radium projects which are 
shipped to the U.S. to facilitate U.S. nuclear 
program.

• During one month in 1943 over 200 Army aerial 
reconnaissance missions flown delivering over 
500,000 prints.

• Over 6,000 Nisei and Kibei serve during World War 
II in the Pacific. Douglas MacArthur asserted they 
saved over 1,000,000 American lives and shortened 
the war by two years.

• Unmanned aerial vehicles initially used between 
1957-1961.

• During Vietnam War, ground surveillance radar and 
side-looking airborne radars were employed, and 
various night observation devices were used taking 
advantage of infrared and image-intensification 
technology.

• Imagery analysis providing detailed analysis of 
objects, weapons systems, enemy activity, and 
terrain features becomes more prevalent.



SELECTED U.S. ARMY INTELLIGENCE HISTORY

• A three man Ground Surveillance Radar Team gives 
a maneuver battalion commander highly mobile, 
nearly all-weather, round-the-clock battlefield 
surveillance.

• The AN/PPS-5 can detect people moving up to three 
miles and can spot vehicles at over six miles, making 
it useful for detecting enemy movements and 
provide early warning.

• The Spaceborne Direct-View Optical System, an 
optical sensor allows commanders to view 
preselected sites from 200 miles up in space, 
traveling at 17,500 miles per hour. The program was 
intended to determine military applications of 
man's unique powers of observation and decision-
making in space.

• Some instructional material followed in the 
following videos as part of IKN’s educational 
mission.







1932-1933 COURSE SCHEDULE ARMY COMMAND AND GENERAL STAFF SCHOOL-FORT 

LEAVENWORTH, KS















MILITARY INTELLIGENCE PROFESSIONAL BULLETIN  (1974-PRESENT)









ARMY INTELLIGENCE AND SECURITY COMMAND (INSCOM)

• January 1, 1977 Organized at Arlington Hall Station, 
VA.  Provides Army with a single instrument to 
conduct multi-discipline intelligence and security 
operations and electronic warfare at the level above 
corps and to produce finished intelligence tailored 
to the Army’s needs.

• Intelligence and Threat Analysis Center established 
January 1, 1978.

• 1982-513th Military Intelligence Group established. 
Supports Central Command created that year to 
address contingency operations in Southwest Asia.



INSCOM

• 1986-INSCOM multidiscipline intelligence 
groups designated as brigades.

• Summer 1989-INSCOM relocates to Fort 
Belvoir, VA

• 1995-Most human intelligence operations 
transferred to Defense Intelligence Agency 
(DIA).

• Later 1990s-Regional Signals Intelligence 
(SIGNINT) Center established at Fort 
Gordon, GA.

• 2001-National Ground Intelligence Center 
established at Charlottesville, VA.  New 
mission sites established at Aibling, 
Germany, and Menwith Hill, UK.

• 513th Brigade relocated to Fort Gordon.

• Utilizing the resources of the 
Information Dominance Center, 
INSCOM became the Army’s critical 
information conduit, compressing, 
processing, and analyzing huge 
amounts of raw data gathered by 
national and service sources into 
actionable intelligence that could be 
funneled to commanders and national 
law enforcement agencies in near real 
time.





















MARINE CORPS INTELLIGENCE ACTIVITY 
MISSION STATEMENT

• The Intelligence Department is responsible for policy, 
plans, programming, budgets, and staff supervision of 
Intelligence and supporting activities within the Unites 
States Marine Corps.  The Department supports the 
Commandant of the Marine Corps (CMC) in his role as a 
member of the Joint Chiefs of Staff (JCS), represents the 
service in Joint and Intelligence Community matters, and 
exercises supervision over the Marine Corps Intelligence 
Activity (MCIA).  The Department has Service Staff 
responsibility for Geospatial Intelligence (GEOINT), 
Advanced Geospatial Intelligence (AGI), Signals 
Intelligence (SIGINT), Human Intelligence (HUMINT), 
Counterintelligence (CI), and ensures there is a single 
synchronized strategy for the development of the 
Marine Corps Intelligence, Surveillance, and 
Reconnaissance (ISR) Enterprise.



MARINE CORPS INTELLIGENCE

• Compile and disseminate finished intelligence 
to the Commandant, principle staff officer and 
other designated officers.

• Conduct liaison with the JCS, DIA, NSA, CIA, 
DoS and other national and departmental 
intelligence services and organizations in 
matters pertaining to intelligences estimates 
and planning.

• Under the cognizance of the DIRINT, serves as 
the direct-support intelligence staff for PP&O 
to assist in the daily operation of the Marine 
Corps, as well as PP&O joint responsibilities.

• Participate in the formulation of JCS papers 
concerning both current and estimative 
intelligence matters.



MARINE CORPS INTELLIGENCE
• Corps has had Intelligence Director since 1939
• Marine Corps Intelligence Activity established 1987.
• Director Intelligence Reading List

• Organization. The list has books recommended by 
ranges of enlisted and officer ranks as well as for the 
civilian grades. A good goal is to read at least one to 
two books from the list for the rank/grade of the 
member per year -- this is in addition to the Marine 
Corps Professional Military Education Reading List for 
the uniformed Marines. For lateral move officers 
coming into the 0202 MOS and for enlisted Marines 
into the 0231, 0211, 0241, and 0261 MOSs, the DIRINT 
recommends reading at least one additional book per  
year from the selections for the ranks below the one 
currently held.

• Often there are questions whether one should read 
books for higher ranks/grades than that currently 
held by the Marine or Civilian. Ideally one has read 
all the books for one's current and previous 
ranks/grades before selecting works intended for 
higher ones, but this should not be a "hard and 
fast" rule. Reading ANY book from ANYWHERE on 
this list is preferable to reading nothing.

• There is a great deal of overlap in book 
recommendations between the enlisted and officer 
selections, but not completely so. The selections for 
Marine Civilians are all represented in the lists for the 
military members. This is to assure a common body of 
knowledge regarding the intelligence craft that will 
better facilitate shared background and ready 
communication of ideas.

• Intelligence -- History and Legacy

• This is the "historical analysis" category, comprised of 
books that analyze the role of intelligence in major 
historical battles or events.

• This history is important to understand the roots of the 
profession, early challenges and opportunities, and 
threads of continuity that run through American military 
legacy to this very day.

• Intelligence -- The Professional's Library







JAN.31, 1964 HOUSE ARMED SERVICES COMMITTEE MILITARY POSTURE HEARINGS















OFFICE OF NAVAL INTELLIGENCE (ONI)
• Located in Suitland, MD-Part of National Maritime 

Intelligence Center

• Established in 1882

• ONI collects, analyzes, and produces relevant maritime 
intelligence and disseminates that intelligence rapidly to 
key strategic, operational, and tactical decision-makers 
to meet Navy, Department of Defense, and national 
requirements. ONI’s integrated workforce of active duty 
and Reserve naval and civilian professionals supports 
combat operations and provides vital information for 
planning America’s defense against maritime threats at 
home and around the world. ONI produces maritime 
intelligence on naval weapons and technology 
proliferation, transnational threats in civil maritime 
counter-proliferation, counter-narcotics and the global 
maritime environment, and other activities that directly 
support the U.S. Navy, joint warfighters, and national 
decision-makers and agencies.



SELECTED ONI HISTORY
• During World War II created first naval human 

intelligence organization providing intelligence on 
German U-boat technology, operations, and personnel.

• Newly established intelligence schools produced 
personnel trained in operational intelligence and photo 
interpretation to meet Fleet and theater commander 
needs.

• Specialized field organizations stood up in the 1950s 
and ’60s while information technology transformed the 
collection, production, and dissemination of 
intelligence. 

• By the 1970s and ’80s, a unique combination of talent, 
technology, and innovative organizational constructs 
empowered U.S. naval intelligence to achieve a deep 
understanding of its principal adversary, the Soviet 
Navy, and fundamentally recast the U.S. Navy’s strategy 
to contain and deter it. The collapse of the Soviet 
Union in the late 1980s prompted another round of 
reassessment and reorganization for ONI.

• Field activities were physically consolidated as ONI 
directorates at the new headquarters complex in 
Suitland in 1993. Conflict in the Middle East and 
adjacent waters in the late 1980s increased demand for 
civil maritime intelligence for the Navy and national 
leaders.

• The need for intelligence support to enforce 
international sanctions, prevent weapons proliferation, 
combat narcotics trafficking and counteract maritime 
piracy led ONI to further expand its mission set.

• The terrorist attacks of 9/11 accelerated changes 
already in progress across the Intelligence Community. 
Established capabilities at ONI were realigned, 
revitalized and refocused as new ones evolved.









ONI ORGANIZATIONAL STRUCTURE 
• Nimitz Operational Intelligence Center is the U.S. Navy’s pre-

eminent Center of Excellence for operational and strategic analysis 
of events associated with the maritime domain. The center 
supports fleet commanders and national policymakers, and 
provides timely and relevant analysis tailored to meet customer 
requirements. Nimitz is one of four Centers of Excellence that are 
distinct commands under the Office of Naval Intelligence (ONI).

• Mission: The Nimitz Operational Intelligence Center conducts all-
source and geospatial operations in support of Fleet and Joint 
warfighting operations and national decision makers’ 
requirements. It is the leading center for Global Maritime 
Intelligence Integration and Maritime Domain Awareness.

• The Fleet Intelligence Support Department (FISD) integrates 
geographically oriented cells (GeoCells) into the Navy’s premiere 
24/7/365, all-source / geospatial intelligence watch floor, the 
Global Maritime Collaboration Center (GMCC). The GeoCells
provide deep, penetrating foundational military intelligence 
analysis to operational forces, the Intelligence Community (IC), 
U.S. agencies, and allies on naval strategy, doctrine, capabilities, 
operations, and plans of potential adversaries.

• Naval Warfare Department (NWD) provides detailed analysis of 
naval warfare threats posed by foreign weapons systems and 
countries of interest by leveraging the tactical expertise of Fleet 
experienced submarine, air, surface warfare and information 
warfare officers, Sailors, as well as a cadre of civilians and 
contractors. NWD supports operational commanders, mission 
planners, naval warfare development centers, and the national IC 
with unique and penetrating analysis covering naval adversary 
capabilities, tactics, techniques, and procedures (TTP).

• NWD provides this dedicated, Fleet focused support via 
four functionally aligned divisions – SABER (surface 
warfare), SPEAR (air warfare), SWORD (undersea warfare), 
and SPECTRUM (cyber/electronic warfare/C4ISR).

• Transnational Threat Department (TNT) provides Fleet and 
national decision makers with in-depth knowledge of the 
maritime domain and the unique issues associated with it. 
Overlaying extensive maritime industry experience with 
cutting-edge operational intelligence analytic capabilities, 
TNT analysts are the community leaders in maritime 
counterproliferation, global maritime environment 
awareness, and counternarcotics analysis. Analysis of 
maritime strategic trade, infrastructure, cargo, and the 
Arctic environment enable superior decision making by 
some of the most senior-level leaders in the U.S. 
government. Responsible for maintaining the nation’s 
databases on merchant shipping, TNT supports the Navy, 
its partners, and the entire IC on all issues related to the 
positional data, physical characteristics, and history of 
more than 100,000 merchant ships operating worldwide.



ONI ORGANIZATIONAL STRUCTURE

• Maritime Domain Awareness and Advanced 
Analytics The Integrated Maritime Domain 
Awareness (iMDA) element of the command 
includes the ONI Maritime Domain Awareness 
(MDA) program, Advanced Analytics (A2), and 
Nimitz Plans and Policy. Focusing on mitigating MDA 
data and capability gaps (cargo, people and vessels), 
the MDA program office coordinates collaboration 
and conducts outreach to expand and optimize 
MDA data sources and analysis. The team partners 
with other IC, interagency, international, and 
foreign organizations to maximize information 
sharing and analysis. ONI’s MDA program office also 
develops and provides Maritime Activity Based 
Intelligence (MABI) tradecraft training for fleet 
analysts. The team forms a “bridge” between basic 
intelligence “A” school tradecraft and advanced 
Intelligence Community tradecraft.

• Farragut Technical Analysis Center U.S. Navy's Center of Excellence for 
strategic scientific and technical intelligence (S&TI) analysis of foreign 
technologies, sensors, weapons, platforms, combat systems, C4ISR, and 
cyber capabilities.

• In addition to its all-source capabilities, the Farragut Center conducts 
ONI's foreign materiel exploitation, signal intelligence analysis, modeling 
and simulation, and is home to the national maritime acoustic intelligence 
laboratory.

• The Farragut Center is responsible for analyzing and publishing ONI 
positions on the following analytical topics:

• In-depth term analysis of foreign navies, platforms and weapons

• Naval platform capabilities, signatures, performance assessments and 
projections

• Geophysical signature measurements, modeling and projections

• Acoustic and non-acoustic sensor capabilities

• TechELINT analysis

• C41SR assessments

• Foreign materiel exploitation

• Foreign weapon system and engineering assessments, modeling and 
projections

• Acoustic Intelligence [ACINTJ



ONI ORGANIZATIONAL STRUCTURE

• Hopper Information Services Center provides 
mission-related information technology and 
services to the Office of Naval Intelligence (ONI), 
its subordinate commands, the Fleet, and Joint 
Forces by enabling the rapid delivery of 
intelligence to customers via an architecture 
that employs new technologies and applications 
capable of moving intelligence in an open, 
mission-enabling and information-sharing 
environment.  The Hopper Center is one of four 
Centers of Excellence that are distinct 
commands subordinate to ONI.

• Mission: The Hopper Center delivers 
responsive, reliable and adaptable intelligence 
mission systems, applications and services in 
support of sustained global maritime and joint 
intelligence operations.

• Kennedy Irregular Warfare Center- Navy’s 
pre-eminent Center of Excellence for 
delivering Irregular Warfare-centric 
intelligence and to support operations and 
planning to meet the growing needs of Navy, 
Department of Defense, national, Naval 
Special Warfare (NSW), and Navy 
Expeditionary Combat Command (NECC).  The 
command blends a unique, all-source analysis 
reach-back capability with an ability to deploy 
intelligence analyst operators alongside naval 
forces confronting asymmetric challenges 
around the globe.







1918 ONI REPORT ILLUSTRATIONS OF BRITISH & GERMAN SUBMARINES, TORPEDOES, 

& MINES















ONI WEBSITE ALSO HAS RECENT STUDIES OF IRANIAN AND RUSSIAN NAVIES















BENEFITS OF STUDYING MILITARY SERVICE INTELLIGENCE AGENCY RESOURCES

• Understanding military intelligence is NOT an 
oxymoron.

• Gaining enhanced awareness of the historic, 
contemporary, and emerging roles of 
intelligence operations and analysis by U.S. 
armed service branches.

• Increasing awareness and understanding of 
how science and technology influence military 
intelligence.

• Understanding the critical importance of 
military intelligence in conducting and 
evaluating military operations.

• Understanding how military intelligence 
influences global geopolitics.

• Understanding that military intelligence is both 
an art and science that must be conducted in 
continually evolving diplomatic and military 
environments.

• Gaining enhanced understanding of the critical 
role military intelligence plays in impacting 
international trade and economics.

• Understanding the emergence of information 
security in military intelligence operations.

Questions?


